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In response to the motion adopted by the Special Joint Committee on the Declaration of 
Emergency on May 31, 2022 concerning the production of documents related to the 
government's invocation of the Emergencies Act, please find enclosed bilingual copies of the 
Canadian Security Intelligence Service (CSIS) records. Documents produced were assessments 
generated by both CSIS and the Integrated Terrorism Assessment Centre (ITAC). 

Please note that, in the preparation of these materials, redactions have been made in order 
to protect personal information and information related to national security. This disclosure 
package contains no Cabinet confidences or information protected under solicitor-client and/or 
litigation privilege. 

The materials in this package were created by either CSIS or IT AC between March 25, 
2020 and February 16, 2022. CSIS recognizes that this date range extends beyond what is 

required in the motion, however, these documents and assessments were shared with senior 
government officials and may have assisted in forming their understanding of the increasingly 
complex and fluid threat environment in Canada. 

CSIS has identified 16 documents that inform the threat environment and context 
surrounding the invocation of the Emergencies Act, and the Freedom Convoy protests. These 
documents include intelligence assessments from CSIS and IT AC, intelligence placemat primers, 
and an unclassified summary of the Service's intelligence and strategic outlook on ideologically 
motivated violent extremism in Canada. 
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This disclosure package provides, to the best of my knowledge, as of June 30, 2022, the 
relevant documents from CSIS and ITAC in response to the Committee’s May 31 motion.

As always, if you require any further information, please do not hesitate to let me know.

Sincerely,

David Vigneault

cc. Rob Stewart, Deputy Minister, Public Safety Canada

Enclosures (34)

002



UNCLASSIFIED 

TABLE OF CONTENTS 

CSIS Products 

1. CAB 2020-05  Ideologically Motivated Violent (IMV) Extremists Response to COVID-19
(SECRET)

2. CAB 2020-83  Canadian Vaccination Rollout: Implications for Possible Ideologically
Motivated Violent Extremism (IMVE) (CONFIDENTIAL)

3. IA 2021-50  The Current Ideologically Motivated Violent Extremism (IMVE) Landscape
in Canada (SECRET//CEO)

4. IA 2021-80  Defining a Movement in the IMVE Space (SECRET//CEO)
5. CAB 2021-107  Freedom Convoy 2022 The Imagery and Significance of

(SECRET//CEO)
6. CAB 2021-116  Diagolon Participation in the Freedom Convoy 2022 and Beyond

(SECRET//CEO)
7. CNSB 2021-07  Arrests at the Coutts Blockade: Complex Motivations (SECRET)
8. IA 2021-103  Possible Implications of Emergencies Act (formerly War Measures Act)

Across the IMVE Space (SECRET//CEO)

CSIS IAB Placemats 

9. Ideologically Motivated Violent Extremism Assessing Potential CSIS ACT 2c Threats
(U//FOUO)

10. Understanding IMVE threats to the Fabric of Society (U//FOUO)
11. IMVE Strategic Overview (SECRET//CEO)

Other Relevant CSIS Documents 

12. 2022 02 16 IRG: CSIS IMVE Narrative (UNCLASSIFIED//FOUO)

ITAC Products 

13. TH 20/55-E – IMV extremists response to COVID-19 pandemic (SECRET//CEO)
14. TA 21/36-A – The Impact of COVID-19 vaccination mandates within the ideologically

motivated violent extremism milieu (U//FOUO)
15. TH 22/08-E – Possibility of IMVE-driven opportunistic violence on the margins of the

truck convoy protest (SECRET)
16. TH 22/11-E – IMVE Threats in the midst of anti-vaccine protests in the NCR and across

the country (U//FOUO)

003



004



005



006



007



008



009



010



011



012



013



014



015



016



017



018



019



020



021



022



023



024



025



026



027



028



029



030



031



032



033



034



035



036



037



038



039



040



041



042



043



044



045



046



047



048



049



050



051



052



053



054



055



056



057



058



059



060



061



062



063



064



065



066



LAW ENFORCEMENT
intelligence / investigation

THREAT POSED
by FOREIGN 
NATIONALS 
in CANADA

G O V E R N M E N T  o f  C A N A D A ,  P O L I C E  o f  J U R I S D I C T I O N ( P O J )  /  L A W  E N F O R C E M E N T ,  F O R E I G N  P A R T N E R S ,  I N D U S T R Y
A D V I C E  T O /

C O L L A B O R A T I O N  W I T H :  

STRATEGIC
MANAGEMENT

Relative threat 
Risk of action / inaction 

Resources  and authorities
Engagement with 

domestic - allied partners 

CONSIDERATIONS

Analysis 
Investigation 

Disruption 
Advice 

COURSE(S) OF ACTION

Assess actions taken 
Re-evaluate 

POST-MORTEM

PRE VIOLENT INCIDENT
Possible 2c Nexus

�������������

CONSIDERATIONS

THREAT POSED 
by CANADIANS 
in CANADA or 

ABROAD

COVERAGE by 
PARTNERS

DECIDE ACT

STRENGTH

of CAUSAL 

RELATIONSHIP 

BETWEEN

MOTIVATION /

IDEOLOGY and 

VIOLENCE Potential for future 2c 
violence (loss of life)
resulting from the same 
ideology or threat actor(s) or 
copycat violence

Potential for future 
serious violence (2c)
resulting from the same 
ideology or threat actor(s) or 
copycat violence

Potential for future 
serious violence (2c)

POST VIOLENT INCIDENT
Loss of life /

Disrupted plot 
Possible 2c Nexus

• Links to known threat actor(s)
• Motivation(s)

• Links to known threat actor(s)
• Motivation(s)

THREAT TO CANADA’S 10
CRITICAL INFRASTRUCTURE SECTORS

�������������

Loss of life does not appear to
be an objective but could occur 

Possible 2c Nexus

Government
of Canada

Gouvernement 
du Canada

WILLINGNESS
to KILL /
INSPIRE 
OTHERS
to KILL

- if NO reassess
as required

��� ����
��������

������ ��� �
��
	 ���
������������������

ATTEMPTING
to AFFECT
SOCIETAL
CHANGE

IDEOLOGICAL
INFLUENCE

����
��������
���������

ASSESS/UNDERSTANDIDENTIFY

��������
�������


	�����
������������


	�����
��������������
������	����������
������	��������	�	�
��

i i/ii/iii

i/ii/iii

ii/iii/iv

ii

iii

iv

CSIS dependent
on POJ for case 

speci�c information

�����
��������
��������

��������
���	 �
� ���
��������
���	 �
� ���

Xenophobic Violence
Racially motivated violence
Ethno Nationalist violence

Anti-Authority Violence
Anti-Government/

Law Enforcement violence
Anarchist violence

Violent misogyny
(including Incel)

Anti-LGBTQ2+ violence

Gender-Driven /
Identity Violence

Other Grievance-Driven
and/or Ideologically 
Motivated Violence

���
 �
� ��� ���
�
	 ��� 	��
���
 �
� ��� ���
�
	 ��� 	��

Ideologically Motivate
dIdeologically Motivate
d

Religiously M
otivated                                               

      

     
     

   P
ol

iti
ca

lly
 M

otivated Religiously M
otivated                                               

      

     
     

   P
ol

iti
ca

lly
 M

otivated

����
��������

�����
��������
��������

�������
��������
��������

���������

CSIS dependent on POJ
for case speci�c

information

Ideologically Motivated Violent Extremism
Assessing Potential CSIS Act 2c Threats  

UNCLASSIFIED/FOUO

Scenario #1

Scenario #2

Scenario #3

067



The purpose of this project is to visually articulate the steps undertaken by CSIS to ascertain whether an identi�ed IMVE threat actor 
represents a section 2c threat and to decide on what action(s), if any, should be undertaken. CSIS developed three detailed placemats 
(scenarios #1, #2 and #3) to represent the three types of potential 2c threats. This placemat represents a condensed version of all three scenarios.

Scenario #1 – Pre violent incident (loss of life) – Possible 2c Nexus
Scenario #2 – Post violent incident (loss of life)/disrupted plot – Possible 2c Nexus
Scenario #3 – Threats to Canada’s 10 critical infrastructure sectors; loss of life does not appear to be an objective, but could occur – Possible 2c Nexus

THIS INFORMATION IS SHARED WITH YOUR ORGANIZATION FOR INTELLIGENCE PURPOSES ONLY AND MAY NOT BE USED IN LEGAL PROCEEDINGS. THIS DOCUMENT MAY NOT BE RECLASSIFIED, DISSEMINATED OR DISCLOSED IN WHOLE OR IN PART WITHOUT THE 
WRITTEN PERMISSION OF CSIS. THIS DOCUMENT CONSTITUTES A RECORD WHICH MAY BE SUBJECT TO EXEMPTIONS UNDER THE FEDERAL ACCESS TO INFORMATION ACT OR PRIVACY ACT OR UNDER APPLICABLE PROVINCIAL OR TERRITORIAL LEGISLATION. IF A 
REQUEST FOR ACCESS UNDER THESE ACTS IS MADE, THE RECEIVING AGENCY MUST CONSULT CSIS IN RELATION TO APPLYING THE AVAILABLE EXEMPTIONS. FURTHER, CSIS MAY TAKE ALL NECESSARY STEPS UNDER SECTION 38 OF THE CANADA EVIDENCE ACT OR 
OTHER LEGISLATION TO PROTECT THIS INFORMATION. IF YOU LEARN THAT THIS INFORMATION HAS OR MAY BE DISCLOSED, THAT THESE CAVEATS HAVE NOT BEEN RESPECTED OR IF YOU ARE UNABLE TO ABIDE BY THESE CAVEATS, INFORM CSIS IMMEDIATELY.
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CSIS Strategic Context: Ideologically Motivated Violent Extremism  

 

What CSIS has observed since the beginning of the pandemic 

 Over the last few years, CSIS has increased resources dedicated to investigating and 

analyzing ideologically motivated violent extremism (IMVE) threats. CSIS’ understanding 

of the IMVE milieu has informed advice to Government. 

 The combination of the COVID-19 pandemic, the ever-increasing influence of social 

media and the spread of conspiracy theories has created an uncertain environment ripe 

for exploitation. Such an environment has the potential to inspire individuals to take 

violent extremist actions and move their message into the mainstream of society. 

 IMVE is a serious threat to the security of Canada. A number of IMVE events have 
occurred in Canada, including the June 2021 London, Ontario attack on a Muslim family 
killing four and wounding another. 

 IMVE is a complex and constantly evolving threat. Proponents of IMVE are driven by a 
range of influences rather than a singular belief system. Radicalization is often caused 
by a combination of ideas and grievances resulting in a personalized worldview, which 
often centres on the willingness to incite, enable or mobilize to serious violence. IMVE 
actors often act without a clear affiliation to a specific organized group or external 
guidance. Past events, such as the London, Ontario attacks, have shown the challenges 
associated with identifying threat actors that do not exhibit indicators of mobilization to 
violence before they actually commit violent acts. 

 The COVID-19 pandemic has exacerbated xenophobic (racial and ethno-nationalist) and 

anti-authority narratives. Some violent extremists view COVID-19 as a real but welcome 

crisis that could hasten the collapse of Western society (known as accelerationism). 

Many IMVE threat actors have adopted conspiracy theories about the pandemic in an 

attempt to rationalize and justify violence. 

 While aspects of conspiracy theory rhetoric are a legitimate exercise in free expression, 

online rhetoric and activities that encourage violence have been of increasing concern. 

This violent rhetoric is easily disseminated using both mainstream and alternative media 

and social media platforms. Many of these platforms can be used anonymously or 

leverage encryption technologies to enable threat actors to conceal their identity and 

evade detection by law enforcement and security agencies, while spreading their 

message, inciting violence and recruiting like-minded individuals. 

 The spread of violent rhetoric and the manipulation and propagation of information can 

erode confidence in our democratic values, institutions, and polarize communities while 

undermining trust in our democratically elected governments. It also normalizes the use 

of violent rhetoric and the threatening of actual violence as a means to express dissent, 

which negatively affects societal resilience. 

 CSIS has actively been investigating IMVE actors that present a threat of serious 

violence pursuant to its mandate and authorities under the CSIS Act. But to be clear, 
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CSIS does not investigate lawful advocacy, protest or dissent, but only activities that rise 

to the level of a threat to the security of Canada. 

 In confronting the IMVE threat, CSIS has collaborated with the RCMP, the Department 

of Justice and the Public Prosecution Service of Canada to align operational efforts, and 

seek solutions in the interest of public safety. 

 In addition, CSIS has worked closely with its domestic and international partners on 

understanding the evolution of the threat environment to provide assessments and 

advice to support actions, including by law enforcement where appropriate. 

What CSIS is seeing now 

 Since the beginning of the Freedom Convoy 2022 and the protests and blockades 

across the country, CSIS efforts have focused on its IMVE subjects of investigation and 

their activities in relation to those events. 

 The protests themselves and the vast majority of protestors are not relevant to CSIS’ 

mandate. However, as demonstrated by the Breach of the US Capitol Building on 

January 6, 2021, IMVE actors may exploit lawful protests, rallies, demonstrations and 

other gatherings to carry out IMVE-related violence and criminal activity. Given this 

trend, CSIS is closely monitoring the opportunities the protests may present to IMVE 

actors to promote or engage in serious acts of violence in Canada. CSIS is also aware 

that the protests may offer opportunities to lone wolf actors. 

 CSIS is also guarding against other threats to Canada’s national security in relation to 
the protests, such as foreign interference. With respect to foreign sources of funding, 
CSIS’ mandate is engaged when funds are provided at the direction of a foreign state 
with the goal of engaging in foreign interference activities in Canada, or when those 
donating the money are doing so to support an act of serious violence or terrorism. To 
date, CSIS has not observed this. 

 Since the beginning of the protests, there have been unlawful activities, but CSIS has 
not observed activities that would suggest that there is planning, plotting or inspiring of 
others to engage in serious violence. However, as the protests continue and frustrations, 
anxiety and tension increase, it is possible that an individual or small group may be 
willing to engage in violence. 

 This is what appears to have occurred in Coutts, Alberta. On February 14, 2022, the 
RCMP arrested 13 individuals in relation to the blockade at the Coutts border crossing. 
These individuals were in possession of firearms, ammunition and body armor. This 
development is concerning as it indicates the intent and capabilities of individuals to 
engage in serious acts of violence. 

 The Coutts blockade began as part of the broader anti public health measures 
movement and was driven by a similar range of narratives and grievances as seen in the 
Ottawa occupation. The bringing together of individuals with differing ideological 
motivations around a common cause is typical of the IMVE space. However, each 
radicalization pathway or mobilization to violence is highly individual, and discerning 
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common features or triggers in order to predict action is a core challenge for CSIS and 
law enforcement partners. 

 CSIS has observed that the declaration of emergency by the Province of Ontario on 
February 11, 2022, has resulted in a significant increase in violent rhetoric towards the 
Premier of Ontario and other senior elected officials. 

Forward looking 

 Looking at how best to manage the unfolding situation, the authorities are faced with two 
sets of concerns, both of which have potentially deleterious effects and the potential to 
increase threat activities. 

 While the invocation of the Emergencies Act and the ensuing enforcement actions have 
the potential to increase the number of Canadians holding extreme anti-government 
views, it could also have a deterrent effect on many of the protesters and facilitate an 
end to the protests. 

 The invocation of the Emergencies Act could also negatively influence the behaviours of 
CSIS’ subjects of investigations and others who may not have yet embarked on a path to 
radicalization. 

 Some individuals involved in IMVE movements are likely to view the announcement 
relating to the invocation of the Emergencies Act as confirmation of their core 
accelerationist beliefs. This, in turn, could lead to increased volume of extreme online 
chatter and would likely further their radicalization pathways towards violence. 

 As part of its mandate, CSIS remains alive to these different scenarios and maintains 
awareness of the unfolding situation, and is using all the authorities and tools at its 
disposal to investigate and assess threats to the security of Canada to provide advice to 
Government and where appropriate consider the use of threat reduction measures. 

 CSIS will continue to assess various intelligence questions to better understand, among 
others, the catalytic nature of the protests as well as government and enforcement 
actions (or inactions) on our subjects of investigations, in terms of motivation to mobilize 
or encourage serious violence, rhetoric, resources and followers. 

 While the IMVE threats directly implicate CSIS’ mandate, there are broader strategic 
considerations at play. In particular, the manifestation of IMVE activities affect policy 
considerations related to online harms, the resilience of our democratic institutions, the 
security of parliamentarians, dialogue with racialized communities, and engagements on 
national security issues at all levels of government. 
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